[bookmark: _Hlk216941912]	УТВЕРЖДЕНА
Приказом АО «Центральный рынок» г. Иркутска 
от 9 декабря 2025 г. № 155-9/07

ПОЛИТИКА 
Акционерного общества «Центральный рынок» г. Иркутска
[bookmark: _Hlk217035114]в отношении обработки персональных данных

1. Общие положения

1.1. Настоящая Политика акционерного общества «Центральный рынок» г. Иркутска в отношении обработки персональных данных (далее - Политика) разработана во исполнение требований п. 2 ч. 1 ст. 18.1 Федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных» (далее - Закон о персональных данных) в целях обеспечения защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.
1.2. [bookmark: sub_1012]Политика действует в отношении всех персональных данных, которые обрабатывает Акционерное общество «Центральный рынок» г. Иркутска (далее – Оператор и Общество).
1.3. [bookmark: sub_1013]Политика распространяется на отношения в области обработки персональных данных, возникшие у Оператора как до, так и после утверждения настоящей Политики.
1.4. [bookmark: sub_12][bookmark: sub_1014]Во исполнение требований ч. 2 ст. 18.1 Закона о персональных данных настоящая Политика публикуется в свободном доступе в информационно-телекоммуникационной сети Интернет на официальном сайте Оператора http://irkcr.ru/.
1.5. Основные понятия, используемые в Политике:
[bookmark: sub_121]персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);
[bookmark: sub_129][bookmark: sub_122]оператор персональных данных (оператор) - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;
обработка персональных данных - любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования. Обработка персональных данных включает в себя в том числе:
- сбор;
- запись;
- систематизацию;
- накопление;
- хранение;
- уточнение (обновление, изменение);
- извлечение;
- использование;
- передачу (распространение, предоставление, доступ);
- обезличивание;
- блокирование;
- удаление;
- уничтожение;
[bookmark: sub_123]автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;
[bookmark: sub_124]распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
[bookmark: sub_125]предоставление персональных данных - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;
[bookmark: sub_126]блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
[bookmark: sub_127]уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
[bookmark: sub_128]обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;
трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.
1.6. Основные права и обязанности Оператора.
1.6.1. Оператор имеет право:
1. самостоятельно определять состав и перечень мер, необходимых и достаточных для обеспечения выполнения обязанностей, предусмотренных Законом о персональных данных и принятыми в соответствии с ним нормативными правовыми актами, если иное не предусмотрено Законом о персональных данных или другими федеральными законами;
1. поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора. Лицо, осуществляющее обработку персональных данных по поручению Оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные Законом о персональных данных;
1. в случае отзыва субъектом персональных данных согласия на обработку персональных данных Оператор вправе продолжить обработку персональных данных без согласия субъекта персональных данных при наличии оснований, указанных в Законе о персональных данных.
1.6.2. Оператор обязан:
1. организовывать обработку персональных данных в соответствии с требованиями Закона о персональных данных;
1. отвечать на обращения и запросы субъектов персональных данных и их законных представителей в соответствии с требованиями Закона о персональных данных;
1. сообщать в уполномоченный орган по защите прав субъектов персональных данных (Федеральную службу по надзору в сфере связи, информационных технологий и массовых коммуникаций (Роскомнадзор)) по запросу этого органа необходимую информацию в течение 30 дней с даты получения такого запроса.
1.7. Основные права субъекта персональных данных. Субъект персональных данных имеет право:
1. получать информацию, касающуюся обработки его персональных данных, за исключением случаев, предусмотренных федеральными законами. Сведения предоставляются субъекту персональных данных Оператором в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, когда имеются законные основания для раскрытия таких персональных данных. Перечень информации и порядок ее получения установлен Законом о персональных данных;
1. требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;
1. выдвигать условие предварительного согласия при обработке персональных данных в целях продвижения на рынке товаров, работ и услуг;
1. обжаловать в Роскомнадзоре или в судебном порядке неправомерные действия или бездействие Оператора при обработке его персональных данных.
1.8. Контроль за исполнением требований настоящей Политики осуществляется уполномоченным лицом, ответственным за организацию обработки персональных данных у Оператора.
1.9. Ответственность за нарушение требований законодательства Российской Федерации и нормативных актов Общества в сфере обработки и защиты персональных данных определяется в соответствии с законодательством Российской Федерации.

2. Категории субъектов персональных данных

2.1. К субъектам, персональные данные которых обрабатываются в Обществе в соответствии с Положением, относятся:
1) работники Общества и их родственники;
2) соискатели на вакантные должности Общества и их родственники;
3) бывшие работники, уволенные из Общества; 
4) лица, обработка персональных данных которых осуществляется в связи с исполнением гражданско-правовых договоров, заключаемых Обществом, клиенты и контрагенты (физические лица и индивидуальные предприниматели) и их представители;
5) лица, обработка персональных данных которых осуществляется в связи с выполнением возложенных законодательством Российской Федерации на Общество функций, полномочий и обязанностей, связанных с организацией и осуществлением деятельности по продаже товаров (выполнению работ, оказанию услуг) на розничных рынках; 
6) заявители (физические лица и индивидуальные предприниматели) и их представители, претендующие на заключение договоров о предоставлении торговых мест, складских, подсобных, административно-хозяйственных и иных помещений на рынке и ярмарках, оказание платных услуг населению;
7) граждане, обратившиеся в Общество в соответствии с Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;
8) пользователи официального сайта Общества в информационно-телекоммуникационной сети «Интернет». 

3. Цели сбора персональных данных
[bookmark: sub_21]3.1. Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.
3.2. Обработке подлежат только персональные данные, которые отвечают целям их обработки.
3.3. Обработка Оператором персональных данных осуществляется в следующих целях:
1) обеспечение соблюдения Конституции Российской Федерации, федеральных законов и иных нормативных правовых актов Российской Федерации;
2) осуществление своей деятельности в соответствии с уставом Общества;
3) ведение кадрового делопроизводства;
4) ведение воинского учета;
5) содействие работникам в трудоустройстве, получении образования и продвижении по службе, обеспечение личной безопасности работников, контроль количества и качества выполняемой работы, обеспечение сохранности имущества;
6) привлечение и отбор кандидатов на работу у Оператора;
7) организация постановки на индивидуальный (персонифицированный) учет работников в системе обязательного пенсионного страхования;
8) заполнение и передача в органы исполнительной власти и иные уполномоченные организации требуемых форм отчетности;
9) осуществление гражданско-правовых отношений;
10) ведение бухгалтерского и налогового учета;
11) осуществление пропускного режима;
12) заключение договорных отношений, связанных с организацией и осуществлением деятельности по продаже товаров (выполнению работ, оказанию услуг) на розничных рынках, заключением договоров о предоставлении торговых мест, складских, подсобных, административно-хозяйственных и иных помещений; 
13) удовлетворение общественных потребностей; 
14) предоставление пользователю сайта возможности взаимодействия и обращения к Обществу с интересующими вопросами и предложениями; 
15) оказание платных услуг населению; 
16) идентификация сотрудника, проводящего кассовую операцию, для налогового контроля и ответственности, указание фамилии и должности кассира в кассовом чеке (хранение данных в фискальных накопителях); 
17) торгово-посредническая деятельность; 
18) получение прибыли. 
3.4. Обработка персональных данных работников, соискателей должности, студентов, контрагентов, представителей контрагентов, посетителей сайта, лиц, заключивших с управляющей рынком компанией договоры о предоставлении торговых мест, складских, подсобных, административно-хозяйственных и иных помещений, заявителей, представителей заявителей, продавцов может осуществляться исключительно в целях обеспечения соблюдения законов и иных нормативных правовых актов.

4. Правовые основания обработки персональных данных

4.1. Правовым основанием обработки персональных данных является совокупность нормативных правовых актов, во исполнение которых и в соответствии с которыми Оператор осуществляет обработку персональных данных, в том числе:
1) Конституция Российской Федерации;
2) Гражданский кодекс Российской Федерации;
3) Трудовой кодекс Российской Федерации;
4) Налоговый кодекс Российской Федерации;
5) Федеральный закон от 26.12.1995 № 208-ФЗ «Об акционерных обществах»;
6) Федеральный закон от 06.12.2011 № 402-ФЗ «О бухгалтерском учете»;
7) Федеральный закон от 15.12.2001 № 167-ФЗ «Об обязательном пенсионном страховании в Российской Федерации»;
8) Федеральный закон от 28.03.1998 № 53-ФЗ «О воинской обязанности и военной службе»;
9) Федеральный закон от 22.05.2003 № 54-ФЗ «О применении контрольно-кассовой техники при осуществлении расчетов в Российской Федерации»;
10) Федеральный закон от 30.12.2006 № 271-ФЗ «О розничных рынках и о внесении изменений в Трудовой кодекс Российской Федерации»;
11) Постановление Правительства Иркутской области от 17.11.2010 № 284-пп «Об утверждении Положения о порядке организации ярмарок на территории Иркутской области и продажи товаров (выполнения работ, оказания услуг) на них и требованиях к организации продажи товаров (выполнения работ, оказания услуг) на ярмарках, организованных на территории Иркутской области»;
12) Иные нормативные правовые акты, регулирующие отношения, связанные с деятельностью Оператора.
4.2. Правовым основанием обработки персональных данных также являются:
1) Устав Общества;
2) договоры, заключаемые между Оператором и субъектами персональных данных;
3) согласие субъектов персональных данных на обработку их персональных данных. 

5. Объем и категории обрабатываемых персональных данных

5.1. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки, предусмотренным в разделе 3 настоящей Политики. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.
5.2. Оператор может обрабатывать персональные данные категорий субъектов персональных данных в следующем объеме:
5.2.1. Соискатели на вакантные должности Оператора и их родственники;
- фамилия, имя, отчество (при наличии) (в том числе прежняя фамилия, имя и (или) отчество (при наличии), в случае их изменения);
- пол;
- сведения о гражданстве (в том числе о прежних гражданствах, иных гражданствах);
- дата рождения;
-  место рождения;
- адрес регистрации по месту жительства (пребывания);
- адрес фактического проживания;
- номер телефона или сведения о других способах связи, контактные данные;
- сведения об образовании с указанием наименования образовательной организации, года ее окончания, квалификации, специальности и (или) направления подготовки, наименования и реквизитов документа об образовании;
- сведения о профессиональной переподготовке и (или) повышении квалификации;
- сведения о трудовой деятельности, включая работу по совместительству, предпринимательскую и иную деятельность, военную службу;
- иные персональные данные, сообщаемые кандидатами в резюме и сопроводительных письмах.
5.2.2. Работники и бывшие работники Оператора:
- фамилия, имя, отчество (при наличии) (в том числе прежняя фамилия, имя и (или) отчество (при наличии), в случае их изменения);
- пол;
- сведения о гражданстве (в том числе о прежних гражданствах, иных гражданствах);
- дата рождения;
-  место рождения;
- изображение (фотография);
- вид, серия, номер документа, удостоверяющего личность гражданина Российской Федерации, наименование органа, код подразделения органа, выдавшего его, дата выдачи; 
- адрес регистрации по месту жительства (пребывания);
- адрес фактического проживания;
- номер телефона или сведения о других способах связи, контактные данные;
- идентификационный номер налогоплательщика;
- сведения, содержащиеся в страховом свидетельстве обязательного пенсионного страхования (СНИЛС) или документе, подтверждающем регистрацию в системе индивидуального (персонифицированного) учета;
- сведения об образовании с указанием наименования образовательной организации, года ее окончания, квалификации, специальности и (или) направления подготовки, наименования и реквизитов документа об образовании;
- сведения о профессиональной переподготовке и (или) повышении квалификации;
- сведения об ученой степени, ученом звании;
- сведения о трудовой деятельности, включая работу по совместительству, предпринимательскую и иную деятельность, военную службу;
- сведения о владении иностранными языками и языками народов Российской Федерации;
- сведения о государственных наградах, иных наградах и знаках отличия;
- семейное положение, реквизиты свидетельства о государственной регистрации актов гражданского состояния;
- сведения о семейном положении, составе семьи и о близких родственниках (в том числе бывших супругах), наличие детей, родственные связи;
- отношение к воинской обязанности, сведения о воинском учете и реквизиты документов воинского учета (серия, номер, дата выдачи документов воинского учета, наименование органа, выдавшего его), сведения о воинском учете;
- сведения о доходе с предыдущего места работы;
- сведения об инвалидности;
- сведения об удержании алиментов;
- реквизиты страхового медицинского полиса обязательного медицинского страхования;
-  номер расчетного счета, номер и реквизиты банковской карты;
- сведения, содержащиеся в трудовом договоре, дополнительных соглашениях к трудовому договору;
- сведения о ежегодных оплачиваемых отпусках, учебных отпусках и отпусках без сохранения денежного содержания, отпусках по беременности и родам, отпусках по уходу за ребенком;
- сведения о дисциплинарных взысканиях;
- иные сведения, которые субъект персональных данных пожелал сообщить о себе и которые отвечают целям обработки персональных данных. 
5.2.3. Члены семьи работников и соискателей на вакантные должности Оператора:
- фамилия, имя, отчество;
- степень родства;
- число, месяц и год рождения;
- иные персональные данные, предоставляемые работниками в соответствии с требованиями трудового законодательства.
[bookmark: _Hlk216942454]5.2.4. Лица, обработка персональных данных которых осуществляется в связи с исполнением гражданско-правовых договоров, заключаемых Обществом, клиенты и контрагенты (физические лица и индивидуальные предприниматели) и их представители:
- фамилия, имя, отчество (при наличии); 
- дата рождения;
-  место рождения;
- вид, серия, номер документа, удостоверяющего личность гражданина Российской Федерации, наименование органа, код подразделения органа, выдавшего его, дата выдачи; 
- адрес регистрации по месту жительства (пребывания);
- номер телефона, e-mail или сведения о других способах связи, контактные данные;
- идентификационный номер налогоплательщика;
- сведения, содержащиеся в страховом свидетельстве обязательного пенсионного страхования (СНИЛС) или документе, подтверждающем регистрацию в системе индивидуального (персонифицированного) учета;
- номер расчетного счета, банковские реквизиты (для оплаты/получения средств); 
-  иные персональные данные, предоставляемые клиентами, контрагентами и заявителями  (физическими лицами и индивидуальными предпринимателями), необходимые для заключения и исполнения договоров.
5.2.5. Лица, обработка персональных данных которых осуществляется в связи с выполнением возложенных законодательством Российской Федерации на Общество функций, полномочий и обязанностей, связанных с организацией и осуществлением деятельности по продаже товаров (выполнению работ, оказанию услуг) на розничных рынках, заявители (физические лица и индивидуальные предприниматели) и их представители, претендующие на заключение договоров о предоставлении торговых мест, складских, подсобных, административно-хозяйственных и иных помещений на рынке и ярмарках, оказание платных услуг населению: 
- фамилия, имя и (в случае, если имеется) отчество заявителя; 
- место жительства; 
- данные документа, удостоверяющего личность, 
- государственный регистрационный номер записи о государственной регистрации индивидуального предпринимателя и данные документа, подтверждающего факт внесения сведений об индивидуальном предпринимателе в единый государственный реестр индивидуальных предпринимателей;
- сведения о гражданстве, реквизиты документа, подтверждающего осуществление крестьянским (фермерским) хозяйством его деятельности, ведение личного подсобного хозяйства или занятие садоводством, огородничеством, животноводством;
- идентификационный номер налогоплательщика и данные документа о постановке заявителя на учет в налоговом органе;
- перечень продавцов, привлекаемых заявителем, и сведения о них, включающие в себя фамилию, имя и (в случае, если имеется) отчество физического лица, данные документа, удостоверяющего его личность, сведения о его гражданстве и правовые основания его привлечения к деятельности по продаже товаров (выполнению работ, оказанию услуг) на рынке. 
5.2.6. Посетители сайта и граждане, обратившиеся в адрес Оператора в соответствии с Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»: 
- фамилия, имя и (в случае, если имеется) отчество заявителя; 
- адрес регистрации по месту жительства (пребывания);
- номер телефона, e-mail или сведения о других способах связи, контактные данные;
- иные персональные данные, предоставляемые посетителем сайта. 
5.3. Обработка Оператором биометрических персональных данных (сведений, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность) осуществляется в соответствии с законодательством Российской Федерации.
5.4. Оператором не осуществляется обработка специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни, за исключением случаев, предусмотренных законодательством РФ.
5.5. Оператором не осуществляется трансграничная передача обрабатываемых персональных данных, а также придача персональных данных по сети интернет и локальной сети Оператора. 

6. Порядок и условия обработки персональных данных

6.1. Обработка персональных данных осуществляется Оператором в соответствии с требованиями законодательства Российской Федерации.
6.2. Обработка персональных данных осуществляется с согласия субъектов персональных данных на обработку их персональных данных, а также без такового в случаях, предусмотренных законодательством Российской Федерации.
6.3. Оператор осуществляет как автоматизированную, так и неавтоматизированную обработку персональных данных (смешанную обработку персональных данных).
6.4. К обработке персональных данных допускаются работники Оператора, в должностные обязанности которых входит обработка персональных данных.
6.5. Обработка персональных данных осуществляется путем:
- получения персональных данных в устной и письменной форме непосредственно от субъектов персональных данных;
- получения персональных данных из общедоступных источников;
- внесения персональных данных в журналы, реестры и информационные системы Оператора;
- использования иных способов обработки персональных данных.
6.6. Не допускается раскрытие третьим лицам и распространение персональных данных без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом. Согласие на обработку персональных данных, разрешенных субъектом персональных данных для распространения, оформляется отдельно от иных согласий субъекта персональных данных на обработку его персональных данных. Требования к содержанию согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения, утверждены Приказом Роскомнадзора от 24.02.2021 г. № 18.
6.7. Передача персональных данных органам дознания и следствия, в Федеральную налоговую службу, Социальный фонд Российской Федерации и другие уполномоченные органы исполнительной власти и организации осуществляется в соответствии с требованиями законодательства Российской Федерации.
6.8. Оператор принимает необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, распространения и других несанкционированных действий, в том числе:
1) определяет угрозы безопасности персональных данных при их обработке;
2) принимает локальные нормативные акты и иные документы, регулирующие отношения в сфере обработки и защиты персональных данных;
3) назначает лиц, ответственных за обеспечение безопасности персональных данных в структурных подразделениях и информационных системах Оператора;
4) создает необходимые условия для работы с персональными данными;
5) организует учет документов, содержащих персональные данные;
6) организует работу с информационными системами, в которых обрабатываются персональные данные;
7) хранит персональные данные в условиях, при которых обеспечивается их сохранность и исключается неправомерный доступ к ним;
8) организует обучение работников Оператора, осуществляющих обработку персональных данных.
6.9. Оператор осуществляет хранение персональных данных в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором.
6.10. При сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети Интернет, Оператор обеспечивает запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, указанных в Законе о персональных данных.

7. Актуализация, исправление, удаление и уничтожение персональных данных, ответы на запросы субъектов на доступ к персональным данным

7.1. Подтверждение факта обработки персональных данных Оператором, правовые основания и цели обработки персональных данных, а также иные сведения, указанные в ч. 7 ст. 14 Закона о персональных данных, предоставляются Оператором субъекту персональных данных или его представителю при обращении либо при получении запроса субъекта персональных данных или его представителя.
7.2. В предоставляемые сведения не включаются персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, когда имеются законные основания для раскрытия таких персональных данных.
7.3. Запрос субъекта персональных данных или его представителя должен содержать:
1) номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе;
2) сведения, подтверждающие участие субъекта персональных данных в отношениях с Оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных Оператором;
3) подпись субъекта персональных данных или его представителя.
7.4. Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации.
7.5. Если в обращении (запросе) субъекта персональных данных не отражены в соответствии с требованиями Закона о персональных данных все необходимые сведения или субъект не обладает правами доступа к запрашиваемой информации, то ему направляется мотивированный отказ.
7.6. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с ч. 8 ст. 14 Закона о персональных данных, в том числе если доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.
7.8. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу Роскомнадзора Оператор осуществляет блокирование персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.
7.9. В случае подтверждения факта неточности персональных данных Оператор на основании сведений, представленных субъектом персональных данных или его представителем либо Роскомнадзором, или иных необходимых документов уточняет персональные данные в течение семи рабочих дней со дня представления таких сведений и снимает блокирование персональных данных.
7.10. В случае выявления неправомерной обработки персональных данных при обращении (запросе) субъекта персональных данных или его представителя либо Роскомнадзора Оператор осуществляет блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, с момента такого обращения или получения запроса.
7.11. При достижении целей обработки персональных данных, а также в случае отзыва субъектом персональных данных согласия на их обработку персональные данные подлежат уничтожению, если:
1) иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем, по которому является субъект персональных данных;
2) оператор не вправе осуществлять обработку без согласия субъекта персональных данных на основаниях, предусмотренных Законом о персональных данных или иными федеральными законами;
3) иное не предусмотрено другим соглашением между Оператором и субъектом персональных данных.

8. Защита персональных данных

8.1. В соответствии с требованиями нормативных документов Оператором создана система защиты персональных данных, состоящая из подсистем правовой, организационной и технической защиты.
8.2. Основными мерами защиты персональных данных, используемыми Оператором, являются:
8.2.1. Назначение лица, ответственного за обработку персональных данных, которое осуществляет организацию обработки персональных данных, внутренний контроль за соблюдением Предприятием и его работниками требований к защите персональных данных.
8.2.2. Разработка политики в отношении обработки персональных данных.
8.2.3. Установление списка лиц, имеющих доступ к персональным данным.
8.2.3. Ознакомление работников Общества, обрабатывающих персональные данные с действующим законодательством и локальными нормативными актами в области защиты персональных данных и(или) обучение указанных работников. 
8.2.4. Допуск работников Общества, обрабатывающих персональные данные, к исполнению должностных обязанностей после подписания обязательства о неразглашении персональных данных.
8.2.5. Включение в должностные инструкции работников Общества, обрабатывающих персональные данные, обязанностей о соблюдении требований к защите персональных данных и необходимости сообщать о любых случаях несанкционированного доступа к персональным данным.
8.2.6. Определение мест хранения материальных носителей персональных данных и требований к местам хранения материальных носителей персональных данных при обработке персональных данных, осуществляемых без использования средств автоматизации и обработке машиночитаемых носителей информации персональных данных.
8.2.7. Разработка и утверждение частных моделей угроз информационных систем персональных данных, используемых для работы в Обществе.
8.2.8. Установление двухступенчатой системой паролей: индивидуальных паролей для доступа работников к автоматизированному рабочему месту, а также аутентификация пользователей при входе в информационные системы персональных данных в соответствии с их должностными обязанностями.
8.2.9. Автоматическое ведение журнала действий работников в информационной системе персональных данных, фиксирующего работу пользователей в программе, с указанием компьютера, с которого производились изменения, имени пользователя, и указанием на измененные данные.
8.2.10. применение правовых, организационных и технических мер по обеспечению безопасности персональных данных в соответствии со статьей 19 Федерального закона «О персональных данных»;
8.2.11. Применение прошедших в установленном порядке процедуру оценки соответствия средств защиты информации.
8.2.12. Сертифицированное антивирусное программное обеспечение с регулярно обновляемыми базами.
8.2.13. Соблюдение условий, обеспечивающих сохранность персональных данных и исключающих несанкционированный к ним доступ.
8.2.14. Осуществление внутреннего контроля и (или) аудита соответствия обработки персональных данных Федеральному закону «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, политике оператора в отношении обработки персональных данных, локальным актам оператора; 
8.2.15. Оценка вреда, который может быть причинен субъектам персональных данных в случае нарушения Федерального закона «О персональных данных», соотношение указанного вреда и принимаемых оператором мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных»;
8.3. Без письменного согласия субъекта персональных данных Общество не раскрывает третьим лицам и не распространяет персональные данные, если иное не предусмотрено федеральным законом.
8.4. Запрещено раскрывать и распространять персональные данные субъектов персональных данных по телефону, а также направлять персональные данные по незащищенным каналам связи без применения сертифицированных средств защиты информации.

9. Заключительные положения

9.1. Ответственность за нарушение требований законодательства Российской Федерации и нормативных документов Предприятия в области персональных данных определяется в соответствии с законодательством Российской Федерации.
9.2. Лица, виновные в нарушении положений законодательства РФ в области персональных данных при обработке персональных данных, привлекаются к дисциплинарной и материальной ответственности в порядке, установленном Трудовым кодексом РФ и иными федеральными законами. Кроме того, они могут быть привлечены к административной, гражданско-правовой или уголовной ответственности в порядке, установленном федеральными законами.
9.3. Моральный вред, причиненный субъекту персональных данных вследствие нарушения его прав, нарушения правил обработки персональных данных, а также несоблюдения требований к их защите, установленных Законом о персональных данных, подлежит возмещению в соответствии с законодательством РФ. Возмещение морального вреда осуществляется независимо от возмещения имущественного вреда и понесенных субъектом персональных данных убытков.
9.4. Настоящая Политика вступает в силу с момента утверждения и действует бессрочно до принятия новой Политики.



